**Термины и определения семейства стандартов ISO/IEC 27000**

|  |
| --- |
| **ЗАДАНИЕ** |
| Используя приведенную ниже таблицу, сопоставить термины второго столбца с определениями 4 столбца. Соответствующий номер термина (указан в первом столбце), указать в третьем столбце рядом с соответствующим определением. |

|  |
| --- |
| **ВРЕМЯ** |
| * 30 минут – индивидуальная подготовка; * 30 минут – обсуждение ответов и обратная связь. |

|  |
| --- |
| **РЕЗУЛЬТАТЫ** |
| Заполненная таблица в соответствии с условиями задания. |

|  |
| --- |
| **МЕТОД ОЦЕНКИ** |
| По готовности, вы представите результат в общем обсуждении поочередно. Преподаватель даст обратную связь и сфокусирует внимание на важных терминах. |

| 1 | 2 | 3 | 4 |
| --- | --- | --- | --- |
| 1 | **Несоответствие**  Non Conformity |  | Процесс поиска, распознавания и описания рисков |
| 2 | **Уровень риска**  Level of Risk |  | Способность применять знания и навыки для достижения намеченных результатов |
| 3 | **Критерий риска**  Risk Criteria |  | Набор взаимосвязанных или взаимодействующих действий, которые используют входные данные для достижения намеченного результата |
| 4 | **Уязвимость**  Vulnerability |  | Результат, который должен быть достигнут |
| 5 | **Компетенция**  Competence |  | Обоснованное решение принять определенный риск |
| 6 | **Процесс**  Process |  | Возникновение или изменение определенного набора обстоятельств |
| 7 | **Улучшение**  Improvement |  | Не выполнение требования |
| 8 | **Документированная информация**  Documented information |  | Набор взаимосвязанных или взаимодействующих элементов |
| 9 | **Измерение (Оценивание) риска**  Risk assessment |  | Слабое место актива или средства контроля, которая может быть использована одной или несколькими угрозами. |
| 10 | **Событие информационной безопасности**  Information Security event |  | Выполнение требования |
| 11 | **Наблюдение/Мониторинг**  Monitoring |  | Свойство точности и полноты |
| 12 | **Внешние услуги**  Outsource |  | Свойство быть доступным и пригодным к использованию по требованию уполномоченного лиц |
| 13 | **Политика**  Policy |  | Процесс определения значения |
| 14 | **Обработка риска**  Risk treatment |  | Общий процесс идентификации риска, анализа риска и определения значения риска |
| 15 | **Процедура**  Procedure |  | Действие по повышению производительности |
| 16 | **Система**  System |  | Процесс изменения риска |
| 17 | **Оценка риска**  Risk evaluation |  | Лицо или группа людей, которые направляют и контролируют организацию на высшем уровне |
| 18 | **Конфиденциальность**  Confidentiality |  | Определенный способ выполнения действия или процесса |
| 19 | **Анализ риска**  Risk analysis |  | Свойство, при котором информация не предоставляется и не раскрывается неуполномоченным лицам, организациям или процессам |
| 20 | **Соответствие**  Conformity |  | Намерения и направление деятельности организации, официально выраженные ее высшим руководством. |
| 21 | **Владелец риска**  Risk Owner |  | Сохранение конфиденциальности, целостности и доступности информации |
| 22 | **Заинтересованные стороны**  Interested party |  | Информация, которую организация должна контролировать и поддерживать, и носитель, на котором она содержится |
| 23 | **Измерение**  Measurement |  | Заключить соглашение, при котором внешняя организация выполняет часть функции или процесса организации. |
| 24 | **Событие**  Event |  | Лицо или организация… которые могут повлиять, на которые могут повлиять, или которые могут усмотреть, что на них влияют решения или действия. |
| 25 | **Идентификация риска**  Risk identification |  | Величина риска, выраженная в терминах комбинации последствий и их вероятности |
| 26 | **Результативность**  Effectiveness |  | Физическое или юридическое лицо, обладающее ответственностью и полномочиями по управлению риском |
| 27 | **Непрерывное улучшение**  Continual improvement |  | Эффект неопределенности |
| 28 | **Цель**  Objective |  | Процесс понимания природы риска и определения уровня риска |
| 29 | **Производительность**  Performance |  | Действие, направленное на устранение причины несоответствия и предотвращение его повторения |
| 30 | **Корректирующее действие**  Corrective action |  | Процесс сравнения результатов анализа риска с критериями риска для определения того, является ли риск и/или его величина приемлемым или допустимым. |
| 31 | **Риск**  Risk |  | Потенциальная причина нежелательного инцидента, который может нанести вред системе или организации. |
| 32 | **Инцидент информационной безопасности**  Information Security Incident |  | Измеримый результат |
| 33 | **Высшее руководство**  Top management |  | Определение состояния системы, процесса или действия |
| 34 | **Доступность**  Availability |  | Повторяющаяся деятельность по повышению производительности |
| 35 | **Информационная безопасность**  Information Security |  | Лицо или группа людей, которые имеют свои собственные функции с обязанностями, полномочиями и отношениями для достижения своих целей |
| 36 | **Организация**  Organisation |  | Условие, по которому оценивается значимость риска |
| 37 | **Принятие риска**  Risk acceptance |  | Степень реализации запланированных мероприятий и достижения запланированных результатов |
| 38 | **Целостность**  Integrity |  | Выявленное возникновение состояния системы, службы или сети, указывающее на возможное нарушение политики информационной безопасности или сбой элементов управления, или ранее неизвестную ситуацию, которая может иметь отношение к безопасности. |
| 39 | **Угроза**  Threat |  | Одно или несколько нежелательных или неожиданных событий информационной безопасности, которые имеют значительную вероятность компрометации бизнес-операций и угрозы информационной безопасности. |

**Пожалуйста, передайте этот лист своему преподавателю по завершении упражнения.**